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[bookmark: _Hlk514274591]1		Discussion
This contribution proposes conclusions and way forward for Key Issue #1. This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:
· How to identify the separate entity providing the subscription; 
· Network selection enhancements, including UEs with multiple subscriptions;
· E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;
· Architecture enhancements needed to support multiple separate entities,
· What are the interfaces exposed and/or used by SNPN and the separate entity;
· What is the architecture and solution for a UE accessing a separate entity via SNPN access network;
· How to exchange authentication signalling between the SNPN and the separate entity, including:
· Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;
· Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;
· Mobility scenarios, including service continuity, for:
· UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
· UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.
Here is the summary of all solutions:
· Solution #1: Standalone non-public network supporting service providers.
· UE is provisioned with Equivalent Home Service Provider" list and "Service Provider Controlled Network Selector" list) which include a mix of both PLMN IDs and "service provider IDs" (i.e. PLMN ID + NID tuples).
· If during network selection the UE has exhausted all the PLMN ID or PLMN ID + NID tuples in the configured list without finding a match with the information advertised on the radio interface, the UE does not attempt to register with any SNPN.
· The principles for standalone non-public network discovery and selection with support for service providers is as given below:
· -UE has subscription with a service provider identified in the configured lists in the UE by its PLMN ID or combination of PLMN ID and NID. (For example - identified as SP#X).
· -SP#X has an agreement with standalone non-public network (NPN#A) that is identified in the information broadcasted on the radio interface by its combination of PLMN ID and NID (For example - identified as NPN#A), allowing the UEs that have subscription with SP#X to access the services of SP#X via NPN#A.
· -The UE has a stored "Service Provider Controlled Network Selector" list, and optionally an "Equivalent Home Service Provider" list, that contains both SP#X and NPN#A.
· -The radio access network of NPN#A broadcasts its own ID i.e. NPN#A.
· -The UE which has subscription with SP #X selects NPN #A since NPN #A is configured in UE's "Equivalent Home Service Provider" list or "Service Provider Controlled Network Selector" list
Solution #2: SNPN access using credentials owned by an entity separate from the SNPN
· A UE is configured with a Home SP subscriptions and the corresponding Home SP ID. 
· Home SP subscriptions can optionally contain various prioritized list of preferred SNPNs and Roaming Groups namely User controlled, Home SP Controlled, and Visited network preference Type.
· If the UE's Home SP network is not available, then the UE discovers and selects an SNPN or PLMN in the following order
·  if the PLMN ID and NID in the list matches the PLMN ID and NID of an available SNPN or PLMN (broadcasted in SIB).
· if a Roaming Group ID in the list matches a Roaming Group ID broadcast by an available SNPN, then the UE selects that SNPN.
· if an available SNPN broadcasts a supported Home SP ID that matches the UE's Home SP subscription then the UE selects that SNPN.
· If the UE cannot find a match, then it will select the available SNPN or PLMN based on the value of Home  SP (SNPN, PLMN) and Visitor Network Preference
Solution #3: UE external subscription data stored in the SNPN
· SNPN includes an NG-RAN and, optionally, a 5GC and capabilities to host 5GC from the entity separate from the SNPN leveraging on a shared NG-RAN. 
· The entity separate from the SNPN provides a complete 5GC.
Solution #4: External Authentication and Authorization
· UE uses subscription or credentials owned by an entity separate from the desired SNPN to register and request connectivity at the desired SNPN.
· This solution assumes that the AAA Server is the separate entity that owns and authenticates UE's SNPN subscription.
· UE is provisioned with PLMN+NID (SNPN), Priority and Optionally SO ID (Subscription owner ID) and SNPN broadcasts PLMN+NID, SO-ID and support for EAA.
· UE discovers and selects the desired SNPN based on network configuration and the broadcast information.
· The AMF triggers the EAA for UEs using E-Sub based on local policy.
Solution #8: SNPN access using 3rd party credentials via external Credential Provider
· The UE is provisioned with non-AKA credentials managed by the CdP, which include an identifier and related security information and the CdP Identifier. 
· The UE initiates registration in the SNPN using a SUPI containing a network-specific identifier, provided by the CdP and provisioned in the UE.
· The AMF initiates primary authentication, registration and subscription management procedures for the UE towards the AUSF and UDM of the SNPN based on existing procedures defined in TS 33.501 
Solution #9: Solution #1 plus support for UEs that do not have sufficient information for SNPN selection.
 Aims at addressing the case of UEs that do not have sufficient information for SNPN selection, which is not covered by Solution #1 entity that owns and authenticates UE's SNPN subscription.
· SNPN advertises a first SIB indication with the meaning that "access using Home SP credentials is supported“ and a second SIB indication to indicate whether the Serving SNPN also accepts registration requests from UEs that do not have sufficient information for SNPN selection.
· If the access using Home SP credentials is not supported, UE adopts Rel-16 behaviour, otherwise UE behaves as per Solution 1.
· If UE cannot find a match as per Solution 1, then UE will try to register with the SNPN if the second SIB indicates un-configured UEs are allowed.
Solution #10: UE external subscription data stored in the SNPN
· The UE the security-related data (e.g. UE Keys) are stored in the SO domain (e.g. AAA server).
· The subscription data for the UE is either a) pre-provisioned in the SNPN, or b) provisioned on-demand to the SNPN.
· The UDM/UDR in the SNPN generates a UE subscription identifier (SI) for the provisioned subscription data. 
· The UE-ID (from Registration request) is used for security procedures.
· The SI is used for subscription data retrieval from the UDM/UDR. 
Solution #11: Steering of UEs towards selected Serving SNPN for key issue #1
· This solution is based on solution #1 and #2 and tries to address a gap.
· This solution proposes to add network assistance to steer UE to a more suitable network, similar to the SoR (Steering of Roaming) 
Solution #12: Solution on Key Issue #1 about service discovery between NPN and separate entity
· This solution only capture how the service between SNPN and PLMN related to authentication on Key issue #1 are registered and discovered. Afterwards, the specific UE registration procedure for external subscription and service continuity support relies on Solution #1 and/or solution #2.
· This solution requires the local NRF to send the registration request to NRF in other network and relay the response back.





2		Proposal
The following change is proposed for TR 23.700-20.
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Editor's note:	This clause will provide a general evaluation and comparison of the solutions per Key Issue #<X>.
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Editor's note:	This clause will capture conclusions for Key Issue #<X>.
It is proposed to agree on the following principles:
1) Ability to support deployments in which the SNPN and SP are owned by different entities. Following are possible deployment scenarios:
a. SNPN supports NG-RAN and SP supports 5GC functionality (network sharing concept as in TS 23.501 clause 5.18.1).
b. SNPN supports 5GS functions that would be required within a VPLMN; SP supports 5G functions that would be required within a HPLMN (reference roaming architectures in TS 23.501 clause 4.2.4).
c. SNPN supports all 5GS functions (except AUSF, UDM, UDR) and the SP supports AUSF, UDM, UDR.
Editor’s note: 	The architecture that supports integration between AUSF and AAA is FFS; also, the role of UDM in this case is FFS.
2) Group of Service Providers may also be identified by PLMN ID and NID (or Group SPID). 
3) Ability for the UE to support both automatic and manual network selection based on list of service providers for a given SNPN. 
4) Ability to support the scenarios when the list of service providers is configured by the home service provider or user controlled.
5) Ability for the NG-RAN to provide Group SPID supported for the given SNPN.
Editor’s note: 	whether the NG-RAN always provides Group SPID or only based on request is FFS, left open for RAN2 to decide.
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